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<<< Start of changes >>>
[bookmark: _Toc5026441]5.30.2.7	Access to PLMN services via stand-alone non-public networks
To access PLMN services, a UE in SNPN access mode that has successfully registered with an SNPN may perform another registration via the SNPN with a PLMN (using the credentials of that PLMN) following the same architectural principles as specified in clause 4.2.8 and the SNPN taking the role of "Untrusted non-3GPP access".
Editor's note:	The need to support QoS differentiation for access to PLMN services via non-public networks is FFS.
5.30.2.7.X	Support for QoS differentiation when access to PLMN services via stand-alone non-public networks
When a UE accesses a PLMN’s services via a SNPN, in order to achieve the QoS differentiation of the NAS signaling and User Plane data of the PLMN, the follows are applied:
- 	The PLMN’s N3IWF is configured to allocate different IPsec child SA for different QoS flow in the PLMN. The DSCP allocated for the IPsec child SA shall be the DSCP mapped with the QoS parameters (e.g. 5QI) of the QoS flow associated with the IPsec child SA. The mapping relationship between the DSCP and QoS parameters (e.g. 5QI) shall be one to one mapping. The DSCP associated with the signaling IPsec SA shall be solely used for the signaling IPsec SA. 
- 	The SNPN PCF or SMF applies as follows:
-	Be configured with an inter-operator agreement between the SNPN and PLMN, including the IP address of the PLMN’s N3IWF, the mapping relationship of the QoS parameters (e.g. the 5QI) and the DSCP in the PLMN, the DSCP associated with the signalling IPsec SA in the PLMN.
-	Configure to the UE a DNN used for accessing the PLMN.
[bookmark: _GoBack]-  	Authorize QoS flow for the IPsec SA of the PLMN based on the traffic detection report from the SNPN UPF, the SNPN’s policy and the inter-operator agreement between the SNPN and PLMN. 
The DNN for accessing the PLMN is delivered by the PCF to the UE. The PCF delivers DNN, IP address of the PLMN’s N3IWF to the UE in the URSP using the UE Configuration Update procedure for transparent UE Policy delivery as described in TS 23.502 [3] clause 4.2.4.3 and TS 23.503 [45] clause 6.1.2.2.
Session management as defined for 5GS in clause 5.6 is applicable to accessing PLMN services via SNPN with the following clarifications:
-	A UE gets access to a PLMN’s services via a PDU Session established in the SNPN with the DNN for accessing the PLMN.
-    Based the inter-operator agreement between the SNPN and PLMN associated with the DNN for accessing the PLMN, the SNPN PCF or SMF decide a PDR for the PDU session. The PDR incudes the IP address of the N3IWF and the protocol ID as ESP.
-    Based the traffic detection report (e.g. the SPI and the DSCP of the packet) from the SNPN UPF, the SNPN’s policy and the inter-operator agreement between the SNPN and PLMN, the SNPN PCF or SMF applies to:   
- 	Confirm the detected SPI identifies the signalling IPsec SA when the detected DSCP corresponding to the detected SPI is the DSCP associated with the signalling IPsec SA in the PLMN; Authorize a QoS flow solely for the signalling IPsec SA; For the QoS flow used for signalling IPsec SA, authorize the suitable QoS parameters and set the packet filter to the SPI of the signalling IPsec SA.
- 	Authorize the QoS flow for the detected DSCP based the QoS parameters mapped with the detected DSCP and configure the packet filter of the QoS flow to the SPI of the IPsec child SA associated with the DSCP.
- 	If the SPI is updated for the IPsec SA (e.g. due to SA rekey), update the packet filter of the QoS flow used for the IPsec SA accordingly.
[bookmark: _Toc5026442]5.30.2.8	Access to stand-alone non-public network services via PLMN
To access SNPN services, a UE that has successfully registered with a PLMN may perform another registration via the PLMN with an SNPN (using the credentials of that SNPN) following the same architectural principles as specified in clause 4.2.8 and the PLMN taking the role of "Untrusted non-3GPP access".
Editor's note:	The need to support QoS differentiation for access to SNPN services via PLMN is FFS.
5.30.2.8.X	QoS differentiation when access to stand-alone non-public network services via PLMN
When a UE accesses a SNPN’s services via a PLMN, in order to achieve the QoS differentiation of the NAS signaling and User Plane data of the SNPN, the follows are applied:
- 	The SNPN’s N3IWF is configured to allocate different IPsec child SA for different QoS flow in the SNPN. The DSCP allocated for the IPsec child SA shall be the DSCP mapped with the QoS parameters (e.g. 5QI) of the QoS flow associated with the IPsec child SA. The mapping relationship between the DSCP and QoS parameters (e.g. 5QI) shall be one to one mapping. The DSCP associated with the signaling IPsec SA shall be solely used for the signaling IPsec SA. 
- 	The PLMN PCF or SMF applies as follows:
-	Be configured with an inter-operator agreement between the PLMN and SNPN, including the IP address of the SNPN’s N3IWF, the mapping relationship of the QoS parameters (e.g. the 5QI) and the DSCP in the SNPN, the DSCP associated with the signalling IPsec SA in the SNPN.
-	Configure to the UE a DNN used for accessing the SNPN.
-  Authorize QoS flow for the IPsec SA of the SNPN based on the traffic detection report from the PLMN UPF, the PLMN’s policy and the inter-operator agreement between the PLMN and SNPN. 
The DNN for accessing the SNPN is delivered by the PCF to the UE. The PCF delivers DNN, IP address of the SNPN’s N3IWF to the UE in the URSP using the UE Configuration Update procedure for transparent UE Policy delivery as described in TS 23.502 [3] clause 4.2.4.3 and TS 23.503 [45] clause 6.1.2.2.
Session management as defined for 5GS in clause 5.6 is applicable to accessing SNPN services via PLMN with the following clarifications:
-	A UE gets access to a SNPN’s services via a PDU Session established in the PLMN with the DNN for accessing the SNPN.
-    Based the inter-operator agreement between the PLMN and SNPN associated with the DNN for accessing the SNPN, the PLMN PCF or SMF decide a PDR for the PDU session. The PDR incudes the IP address of the N3IWF and the protocol ID as ESP.
-    Based the traffic detection report (e.g. the SPI and the DSCP of the packet) from the PLMN UPF, the PLMN’s policy and the inter-operator agreement between the PLMN and SNPN, the PLMN PCF or SMF applies to:   
- 	Confirm the detected SPI identifies the signalling IPsec SA when the detected DSCP corresponding to the detected SPI is the DSCP associated with the signalling IPsec SA in the SNPN; Authorize a QoS flow solely for the signalling IPsec SA; For the QoS flow used for signalling IPsec SA, authorize the suitable QoS parameters and set the packet filter to the SPI of the signalling IPsec SA.
- 	Authorize the QoS flow for the detected DSCP based the QoS parameters mapped with the detected DSCP and configure the packet filter of the QoS flow to the SPI of the IPsec child SA associated with the DSCP.
- 	If the SPI is updated for the IPsec SA (e.g. due to SA rekey), update the packet filter of the QoS flow used for the IPsec SA accordingly.
<<< End of changes >>>

